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User Manual Location
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•Upon logging in, you can access the JVS User 
Manual by selecting the “Help” link located at the 
top left of your screen



Provisioning Tips & Tricks
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• If contacted with provisioning instructions by either the Defense Security Service (DSS) or 
Defense Manpower Data Center (DMDC), it is important to act on the information quickly, 
because your activated account will expire if not logged into within 30 days.

• Please read/follow the provisioning instructions in their entirety, failure to do so may 
result in the rejection of your provisioning package, which will return your next 
submission to the end of the queue and needlessly delay your provisioning.

• The most common reasons for provisioning packet rejection are:
• 1) Personnel Security System Access Request (PSSAR) Part 2, Section 16b: Selecting everything in 

this section or alternatively selecting nothing at all.
• 2) PSSAR Part 3, Sections 18 and 19: Certificates/training expired (more than one year old) or 

dates on certificates do not match dates on PSSAR form
• 3) PSSAR Part 5, Section 23: Information missing (blank) or duties to not correspond to the roles 

requested in Part 2 Section 16b.
• 4) Letter of Appointment (LOA) missing or incomplete (not signed by Key Management Personnel 

(KMP), requests a Joint Personnel Adjudication System (JPAS) account vice Joint Verification 
System (JVS) account, etc.)

• 5) KMP acting as the nominating official (on both the LOA and/or PSSAR) is not cleared in 
connection with the facility clearance



Verifying Your Hierarchy - Hierarchy Basics
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Single Company

Your SMO Code

MFO Decentralized Company

Your SMO Code

SMO Code 1

SMO Code 2

SMO Code 3

MFO Centralized Company*

Parent

Child 1 & Parent to 

Grandchild

Grandchild 1

Child 2

* Please note, if you have more than 75 children/grandchildren Security Management Offices (SMOs), you won’t be 
able to see your Hierarchy in the application, and will need to contact the DMDC Contact Center for a copy of your 
hierarchy.

mailto:dodhra.knox.dmdc.mbx.contact-center@mail.mil


Verifying Your Hierarchy - Corrections
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• If you haven’t been provisioned for the right SMO(s), and can not see your 
hierarchy, you’ll need to contact the DSS Vetting Risk Operations Center 
(VROC) and request changes to your provisioned account; be aware that if you 
are adding SMOs outside of your current corporate hierarchy, a new PSSAR 
may be required

• If your hierarchy is inaccurate (missing SMOs, incorrect parent to child 
relationships, etc.), you need to complete a Hierarchy Change Request (HCR) 
form (available on our website):
• Fill out the HCR identifying each SMO that needs to be moved as a child and the appropriate parent to move it 

under; this template is also available on the DSS website if you can not open the embedded document

• Please use the specific SMO Name as identified in DISS, which may be slightly different than the name in JPAS; to 
determine the SMO name, utilize the “Search SMO” functionality in DISS (image available on the next page)

• Save the HCR using the following format YYYYMMDD HCR – Your Company Name (e.g. 20180529 HCR – PSMO)

• Email the HCR to DSS VROC with the Subject Line DISS HCR – Your Company Name (e.g. DISS HCR – PSMO)

• Failure to subscribe to the above naming conventions will substantially delay processing of your HCR

mailto:dss.DISSProvisioning@mail.mil
mailto:dss.DISSProvisioning@mail.mil


Hierarchy Tips & Tricks
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• When filling out the HCR, ensure you have the correct SMO name for both the 
parent and children obtained from the Search SMO functionality in JVS (this will 
frequently be slightly different than the name in JPAS).



Hierarchy Tips & Tricks
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• For larger companies and/or more dispersed organizations, if you are 
unable to view your SMO Tree because of the 75 children limit (or 
approaching that limit), consider nesting your inactive SMOs (which 
count against that limit) in a “SMO” created explicitly for that purpose.  
If you can’t currently see your tree to identify those SMOs, please 
contact DMDC’s help desk and request a hierarchy for your Parent SMO.



Hierarchy Tips & Tricks
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• In order to take hierarchy actions on SMOs below you in the hierarchy (viewing a smaller portion of 
your tree, adding users to a specific SMO, etc.), you may need to make that SMO your “Current SMO”

Provisioned for or made 
“Current SMO” during your 
browsing session

From “SMO Details” 

From “SMO Tree” 



User Provisioning

9

Partnering with Industry to Protect National Security

“View Users” will bring up a 
list of all of your provisioned 
users for your current SMO

Alternatively, you can search 
for personnel via Social 
Security Number (SSN).  This 
will be necessary when 
provisioning brand new users 
for your SMO.



User Provisioning
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For specific instructions on how to provision users, please follow the steps in the user manual, but for larger 
organizations, please be aware that if you have more than 75 children/grandchildren SMOs, you may need to make 
your subordinate SMO your “Current SMO” (as described previously) in order to provision users.

Will be an incomplete list if 
you see this error message



Role in Your Top Level SMO How the Roles Change as You Travel Down Your Hierarchy

User Provisioning
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• In order to take security related actions on SMOs below you in the hierarchy (viewing 
subjects, initiating Customer Service Requests, etc.), you have two options:
• Be provisioned as a Security Manager at the top of your hierarchy

• Be provisioned as a Security Officer for each SMO you need to take action on

• Can take:
• Hierarchy Actions
• Security Actions

• Can take:
• Hierarchy Actions
• Security Actions

• Can take:
• Hierarchy Actions
• Security Actions

• Can take:
• Hierarchy Actions



Subject Management
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“View Subjects” will bring up a 
list of all of your claimed 
personnel (owning/servicing 
relationships); the equivalent 
to your “PSM Net” 

Alternatively, you can search 
for personnel via SSN.  This 
will be necessary when initially 
establishing an 
owning/servicing relationship.



Investigation & Adjudication Status
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• On the subject summary/details pages, you can find helpful indicators on the status of 
your personnel: Will display both open and closed investigations 

here

Example of an open adjudication 
with VROC and/or the Department 
of Defense Consolidated 
Adjudication Facility (DoD CAF)

Example of a completed 
adjudication



CSR Tips & Tricks
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• If you don’t see a specific Customer Service Request (CSR) option for a subject, please perform the 
following in order:
• Verify you have an owning relationship with the subject
• Submit a CSR: Supplemental Information
• Make your request via JPAS/Knowledge Center

• To avoid communication from the DoD CAF indicating you must use DISS, please ensure you are 
submitting the RRU to DODIND



CSR Tips & Tricks
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• On the subject details page, you can find helpful indicators on the status of your CSRs:

Will display both 
open and closed 
CSRs

Example of an open CSR awaiting 
response from VROC and/or the 
DoD CAF

Example of a closed CSR



DISS Communication with PSMO-I
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Change in Marital Status/Cohabitation (“Scheduled” investigation only) Submit CSR: Provide Supplemental Information

Change in Marital Status/Cohabitation with Foreign National Submit CSR: Provide Supplemental Information

SSN Change Submit CSR: Provide Supplemental Information

Cancel “Scheduled” Investigation (Subject No Longer Requires Access) Submit CSR: Provide Supplemental Information

Request Adjudication on Closed Investigation (needs to move to a another DoD component for adj) Submit CSR: Provide Supplemental Information

Reopen "Discontinued" Investigation Submit CSR: Provide Supplemental Information

Upgrade/Downgrade Investigation Submit CSR: Provide Supplemental Information

Request Adjudication on Closed Investigation  (provided the closed investigation is over 30 days) Submit CSR: Provide Supplemental Information (if DISS does not indicate Adjudication in progress)

LOJ with Previous Valid Eligibility Submit CSR: Recertify

No Determination Made with Previous Valid Eligibility Submit CSR: Recertify

Reciprocity Submit CSR: Request Reciprocity

DSS requests a PR to be submitted but a PR is not required Respond to RFA request from PSMO-I

Status of investigation/adjudication (outside standard timeframes) Contact Knowledge Center at (888) 282-7682, Option #2

Change of Employment Losing facility needs to separate in JPAS; gaining facility establishes relationship/indoctrinates in JPAS

Cancel “Scheduled” Investigation (Employment Termination) Losing facility needs to separate in JPAS

PII Change (No Longer has DOD/Military associations) Follow JPAS Data Correction Checklist

Erroneous DOD/Military category Follow JPAS Data Correction Checklist

DISS Knowledge Center JPAS/DMDC Contact Center

https://psa-pki.dmdc.osd.mil/psawebdocs/docRequest/filePathNm=PSA/appId=560/app_key_id=1559jsow24d/siteId=7/ediPnId=0/userId=public/fileNm=JPAS+Data+Correction+Checklist_.pdf
https://psa-pki.dmdc.osd.mil/psawebdocs/docRequest/filePathNm=PSA/appId=560/app_key_id=1559jsow24d/siteId=7/ediPnId=0/userId=public/fileNm=JPAS+Data+Correction+Checklist_.pdf

